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Key benefits

·  Reduce total cost of ownership

·  Provide comprehensive security

·  Secure corporate and personal data

·  Simplify security management for 
BYOD

The F5 and Enterproid Divide Partnership

As bring-your-own-device (BYOD) approaches to mobility become a reality, the 

need to secure corporate applications on personal mobile platforms becomes 

increasingly important. F5 and Enterproid have partnered to provide a solution 

that securely partitions corporate and personal data on the same mobile device 

and ensures access to corporate applications while protecting the privacy of 

personal data and applications on the mobile device. 

Securely Partition Corporate and Personal App Access

The Enterproid Divide platform optimizes BYOD effectiveness by providing a 

dual-persona user experience that allows IT to secure and cloud-manage the 

work persona without compromising an employee’s privacy. Using F5® iRules® 

scripting language and BIG-IP® Access Policy Manager® (APM), organizations can 

create a secure virtual private network (VPN) tunnel to corporate applications 

while still giving users the ability to access personal data and applications over 

the web.
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Learn more
For more information about the F5 

and Enterproid joint solution, visit 

f5.com/enterproid.

Reduce total cost of ownership

The Divide platform eliminates the need for 
corporate liable phones in the enterprise and 
provides instant and extensive scalability to 
your BYOD strategy. 

Provide comprehensive security

The Divide platform supports full data 
encryption, while also protecting the 
enterprise from unauthorized access and 
malware. The Divide platform provides 
device management and the ability to 
protect against data leakage and to 
remotely wipe corporate data.

Secure corporate and personal data

With Divide and BIG-IP Access Policy 
Manager, your organization can securely 
provide employees with the ability to work 
from anywhere on personal mobile devices 
without compromising corporate data or 
personal data.

Simplify security management for BYOD

With the joint solution, employees connect 
to corporate applications through a BIG-IP 
APM SSL VPN tunnel while personal 
applications are accessed over the web.

To find out how F5 and Enterproid joint solutions can help your business succeed, 

contact enterproid@f5.com or visit f5.com/enterproid. 

Corporate Intranet
Email & Web Services

Divide VPN Tunnel

Divide applications can
use the tunnel as defined
by corporate policies

Personal applications
cannot see or use
the tunnel

Corporate Internal 
Applications

Securely separate personal and corporate applications and data using the F5 and Enterproid Divide joint solution.
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