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2,340,007
Alerts
Distributed Cloud AIP processes 
events, running them against our 
alerting rules engine. On average 
only 1% of events trigger an alert. 
This broad collection of low 
severity alerts supports forensic 
investigations and custom
audit trails.

1,846,029,903
Events
Metadata about every action in 
your infrastructure is monitored 
continuously in the background.

309
Severity 1 Alerts
High-severity alerts give you 
feedback on suspicious 
behaviors as they happen.

61
Security Operations 
Center (SOC) Cases
Distributed Cloud AIP Managed 
Security Services analysts 
research and validate Sev 1 
alerts, dismissing known activity. 
Analysts escalate only after 
thorough investigation of the 
alert and related events.

17
Escalations
Our security analysts escalate
Sev 1 alerts that require further 
action, with supporting data
and specific context, along with 
recommendations on how your 
team can begin remediation.

Our Expert Security
Analysts Extend
Your SOC Team 
F5® Distributed Cloud App Infrastructure Protection 
(AIP) Managed Security Services offers 24/7/365 
alert investigation coverage. We'll help you go from 
billions of events to a handful of high-efficacy, 
manageable alerts.

Let our experts take your cloud security worries off your 
shoulders, so you can get down to business. To learn more 

or to schedule a demo, visit our website today.

https://www.f5.com/products/get-f5?ls=meta#contactsales

