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Figure 1: Initial TrickBot attack path 
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Figure 2: TrickBot configuration versions since September 2016 

Figure 3: TrickBot post-infection attack path 
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Figure 4: v24 country targets by URL count 



 

 

 

Figure 5: v24 European targets: URL count by country 



 

 

 

 

Figure 6: Targets by Industry 
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Figure 7: Financial institutions targeted that specialize in wealth management  

Figure 8: Islamic banking targets 
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