
Key benefits

· Flexible access control

·  Increased mobile device visibility

·   Easy enforcement of  
corporate policies

F5 and AirWatch
PARTNERSHIP OVERVIEW

The F5 and AirWatch Partnership

F5 and AirWatch help organizations successfully implement bring-your-own-device 

(BYOD), keeping your corporate assets safe and increasing employee satisfaction 

and productivity. The joint solution consolidates application access and security 

through F5® BIG-IP® Access Policy Manager® (APM), which integrates with 

AirWatch cloud-based, on-premises, and appliance solutions to provide you with 

more flexibility and granularity in creating and enforcing corporate access policies 

for mobile devices. 

Comprehensive Application Access 

BIG-IP APM consolidates remote access, web access management, and virtual 

desktop infrastructure (VDI) in a single policy control point, helping you simplify 

and scale your access management infrastructure. BIG-IP APM also includes a 

customizable access policy engine that offers significant flexibility in managing 

mobile access to corporate resources. With the advanced Visual Policy Editor (VPE) 

in BIG-IP APM, you can easily create granular access policies that integrate mobile 

device visibility from AirWatch. These include the ability to quarantine or take other 

action based on specific device configuration such as enabled passcode, enabled 

data protection or encryption, required or disallowed apps, or network roaming.
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Learn more
For more information about F5 and 

AirWatch solutions, visit f5.com and 

DevCentral to find these resources.

Web pages

·  F5 BIG-IP Access Policy Manager

·  F5 BIG-IP Edge Gateway

·  F5 for Access

·  F5 for BYOD

White paper

·  Secure Mobile Access to 

Corporate Applications 

Flexible access control

Easily manage how mobile users access  
web application resources with flexible  
and granular access control policies.

Increased mobile device visibility

View configuration details for every  
mobile device connecting to your  
corporate resources.

Easy enforcement of  
corporate policies 

Customize user access flows based on 
specific mobile device configurations.

To find out how F5 and AirWatch joint solutions can help your business succeed, contact 

airwatch@f5.com or visit f5.com/airwatch. 
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Integrating AirWatch with BIG-IP APM enables organizations to customize user access policies based on mobile device 
configuration.
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